# Autonomous Agents Powered by Blockchain Technology

## Overview

Traditional Internet of Things (IoT) systems typically rely on Cloud or centralised systems for decision making and storage, resulting in an additional layer in the threat model when it comes to cyber-attacks [1]. This includes having a single point of failure, denial of service (DoS) attacks and trusting that data has not been manipulated.

Distribute Ledger Technology (DLT) was first introduced by Satoshi Nakamoto in 2008 with the original cryptocurrency Bitcoin [2] which offered a novel way for nodes to reach consensus in a decentralised manner via Proof of Work (PoW). Nodes of the blockchain network each store a copy of the ledger on their system removing the single point of failure [3]. Trust in a third-party intermediary is also no longer required as the system is sufficiently ‘decentralised’ and reaches ledger consensus (Nakamoto Consensus) [3].

Blockchain offers multiple improvements over traditional cloud or centralised systems by removing the single point of failure, trust in a third party intermediately such as a cloud provider and potential data manipulation by bad actors as data on the blockchain is considered immutable [4]. Blockchain technology comes with its own drawback, the main one being scalability (e.g., Bitcoin can process up to a maximum of 7 transactions per second currently) [5]. This is commonly referred to as the ‘Blockchain Trilemma’ [6] in improvements in decentralization, security, or scalability results in a compromise to the other properties.

Regarding current research relating to Blockchain and IoT, most of the research is currently focused on data immutability, data access permission and device authentication [7]. On the contrary, there is very little research into decentralised state changes within the IoT landscape. An example of a state change in this context could be a temperature sensor changing the temperature value of the room. Current implementations normally rely on a centralised entity to make state changes to IoT devices such as consuming a RESTful service to instruct IoT devices to perform another action [8] (add another example). This approach comes with the same drawbacks of centralised systems as mentioned previously.

Autonomous Agents are pieces of software that act and can function without any human intervention by reacting to states and events in their respective environment [9]. A change of state in the context of IoT devices could be a change in sensor data. An example of an autonomous agent present today is a computer virus [10], as it requires no human interaction at all and essentially operates in a machine-to-machine basis, using the host computer to ‘jump’ to another computer to infect.

As previously mentioned, in most IoT blockchain solutions, decision making is still carried out by a centralised entity, which comes with a host of security & maintenance threats [1]. This type of environment is hostile towards autonomous agents as downtime and cyber security threats disrupt autonomy of systems. A Blockchain network acting as a medium between IoT devices has the potential to promote total autonomy between devices and enable true peer-to-peer communication.

## Project Aims & Objectives

This research aims to complete the following objectives regarding autonomous agents and blockchain technology:

* Evaluate, systematise, and contextualize existing knowledge in regard to autonomous agents and blockchain technology
* Establish a framework that allows for efficient peer-to-peer communication via the blockchain between IoT devices

## Methodology

Testbed and system design will be carried out using NUFarms state of the art Agri-Tech test bed.

### Testbed

Data will be gathered from a wide variety of sensors within the context of Agri-Tech. Types of data includes location, optical, electro-chemical, mechanical, dielectric soil moisture, air flow, mobile apps, crop management systems (e.g., semios & arable) and a range of digital farm management programmes.

### System Design

We will design a lightweight blockchain system to decentralise data management and enforce the correct execution of standard programmes through the smart farming cycle: Pre-planting, Cultivation, Growing, Harvesting, Storage, Processing, Wholescale marketing, Retail marketing, and Consumption. We will study the requirements of such systems via evaluation of our testbed and beyond, leveraging our links with stakeholders across the entire food supply chain. This will inform our design choices e.g. platform type (e.g. Hyperledger, Ethereum, new blockchain) and access type (permissioned, permissionless, mixed). Our design will particularly include sensor data coming directly from the farm requiring a lightweight design. We will design our system in such a way that sensors will access and interact with the system securely without having to sync with the full blockchain (off‐chain vs on‐chain).

## Training & Abilities

Training will be required in Agri-Tech systems (e.g., crop management) and data analysis. Training in programming is not required as I worked as professional software engineer for many years and have experience in all programming paradigms as well as blockchain programming at the application layer (smart contract development).

The student will be trained in agri-tech systems (e.g. crop management), data analysis, sensor and blockchain programming, with support from both schools and NUFarms. Both Schools offer funding for student travel, e.g. to conferences, and to support knowledge transfer to varied stakeholder groups. The student will enhance their multidisciplinary skills by working with different groups, and will engage with industry and conduct impactful research.
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